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Data Spaces Need to Be Interconnected Globally

Data spaces enable trusted data sharing across global value chains while protecting data sovereignty.
To support a globally connected value chain, they must be interconnected based on rules and standards.

J
B ) catena-X M IX
e Mobility Catena-X / Manufacturing-X """
@ Data Space (Automobile Supply Chain / Manufacturing) I sc
| = SN

Smart Connected Supplier Network
(Supply Chain of Precision Manufacturing Equipment)

Data Sharing Community

Mobility Data Space
(Mobility)

Parking space
occupancy data

Search queries.
)
Qi

Service Providers:
« Digitale platformen, onderling verbonden

via naadloze afspraken;

* Onafhankelijk ‘adresboek’ om te vinden
waar de informatie naar toe moet;

* Keuze uit meerdere aanbieders, met
verschillende proposities.

catalogue in
the Mobility
Data Space /

IR
A t tal Find parking spaces - N Maakbedrijven:
s el . 134477 INTERNATIONAL DATA O e ppeing methun P
parking space utilisation b ;1} N SPACES ASSOCIATION systeem;
Vehicle sencor data g a |O X IEARRN * Registratie in het SCSN adresboek.

International Connection Gateway

T . e e

Ouranos ¥4 DATA-EX ——

— -]
ECDSYStEITI DO) Data Society Alliance m-

Sl :
Mobility Data Space, https://mobility-dataspace.eu/

Copyright 2025 NTT CORPORATION  Ouranos Ecosystem, https://www.meti.gojp/english/press/2023/0429_001.htm| Smart Connected Supplier Network, http://smart-connected.nl/ 2

Catena-X, https://catena-x.net/
Manufacturing-X,
https://www.plattform-
i40.de/IP/Navigation/EN/Manufacturing
-X/Manufacturing-X.html

Gaia-X, https://www.gaia-x.eu/
IDSA, https://internationaldataspaces.org/
DATA-EX, https://data-society-alliance.org/




Challenges in Data Sharing Between Businesses

To share essential business data with partners,
companies must overcome the following challenges.
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Mechanisms to Ensure Security and Trust

For data sharing between businesses, it is essential to have security features that protect against
cyberattacks, as well as mechanisms that protects the data sovereignty of providers in compliance with

relevant laws and regulations.
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Data Sandbox Technology for Data Usage Control

NTT is developing a technology to enforce data usage conditions and protect data sovereignty.
Data Sandbox enables value creation by allowing multiple companies to use each other's confidential data

and algorithms without actually sharing them.

Data Provider cannot Algorithm Provider
access the algorithm Third-Party Platform cannot access the data
Data Sandbox
1. Data usage 1. Data usage Algorithm Provider h

Data Provider E ! .
olicy agreement olicy agreement
a -E)---y--?----------------} PoIicyManager/Enforcer @ 4""".pu.z/"g.""""

A Confidential Data Algorithm
2. Share encrypted e 2.Share encrypted 'T-"'i
confidential data { algorithm ==
T <

Algorithm

Confidential data
(e.g. CAD data of the parts) ‘Q a (e.g. Simulation algorithm)
TIIEEE (Trusted il Memory
xecution . A
Environment)  Analysis Results Encryption Platform Operator /‘
(e.g. Simulation results) TR

3. Send encrypted analysis results
Memory encryption prevents

In contrast to Confidential Computing which enables Result Data User unauthorized access
utilization of confidential data and algorithm of a single .

data and algorithm of multiple companies.

user, Data Sandbox enables utilization of confidential
Result Data User can receive
Application only analysis results data

Copyright 2025 NTT CORPORATION



Data Sandbox Technology in Data Spaces

Data Sandbox can be integrated with connectors and serve as a platform for analysis applications
within data spaces.
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IOWN Privacy Enhancing Technologies (IOWN PETs)

NTT Group is developing IOWN to build next-generation communications infrastructure.
This includes a new approach that combines the All-Photonics Network with Privacy-Enhancing Technologies.
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NTT Group's Initiatives for Cross-Domain Data Sharing

NTT Group is focusing on four key areas to ensure trusted and interoperable data sharing across companies.
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NTT Group’'s Global Data Space Solutions

NTT Group offers comprehensive global data space solutions in four strategic areas.

(1) Applications and
Business services

(2) Industry and
Business Platform

(3) Common Components
and Digital Public Goods

(4) Control Plane and
Digital Public Infra.

Copyright 2025 NTT CORPORATION

Business Consulting

Data Space

Building Consultation

Connectivity
(Connector,
Interoperability)

Privacy Enhancing Technology

Enterprise Application SaaS

Data Enrichment
Managed Service
(Data processing, Analysis)

Digital Trust Data Governance

(ID Management) (Usage Control, Catalog)

Infrastructure Service Technology

* This concept is provided by NTT DATA.



Solution Concept: Data Integration Hub

NTT Communications is planning to provide a solution that enables companies to securely share sensitive
data and protect data sovereignty through globally interconnected data spaces.
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News Release 8 October 2024

Experiments on Global Deployment of Trust Frameworks

NTT DATA is integrating connectors with trust mechanisms like the Gaia-X Digital Clearing House,
which is implemented on the University of Tokyo testbed with Gaia-X.

October 8, 2024
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Demonstration 31 March 2025

Pilot Projects on Cross-Jurisdictional Data Transaction

NTT Com, Fujitsu, and T-Systems have tested a “Cross-Jurisdictional Data Transaction Scenario with
Federated Identities and Trust Anchors”, supported by the University of Tokyo and NTT DATA.
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Published in March 2025

Joint Position Paper: A Vision for Telecom Providers

NTT Com and NTT DATA are collaborating with other global telecom providers to establish a unified,

sovereign, and open digital infrastructure.
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Towards the International Interconnection of Data Spaces

Let's work together on a joint study to build an ecosystem for trusted data sharing across global value chains.
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